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The purpose of this strategy is to guide the development of DoD's cyber forces and strengthen our cyber defense and cyber deterrence posture. It focuses on building cyber capabilities and organizations

for DoD's three primary cyber missions.

DoD's Three Primary Cyber Missions:

Defend DoD netw orks, systems, and information

Defend the U.S. homeland and U.S. national interests against cyberattacks of significant consequence

Provide cyber support to military operational and contingency plans

Cyber Mission Force: 133 teams by 2018

State and non-state actors threaten disruptive and destructive attacks against the United States and conduct cyber-enabled theft of intellectual property to undercut the United States' technological and
military advantage. DoD must develop its cyber forces and strengthen its cyber defense and cyber deterrence posture.

National Mission Teams 13 teams

Defend the United States and its interests against cyberattacks of significant consequence.

Cyber Protection Teams 68 teams

Defend priority DoD netw orks and systems against priority threats.

Combat Mission Teams 27 teams

Provide support to Combatant Commands by generating integrated cyberspace effects in support of operational plans and contingency operations.
Support Teams 25 teams

Provide analytic and planning support to the National Mission and Combat Mission teams.

Featured Articles
Winnefeld: DoD Must Strengthen Public, Private Ties

The military has tw o jobs for America: to fight today’s w ars and to prepare to fight the w ars of the future, the vice chairman of the Joint Chiefs of Staff said. Story
Carter Unveils New DoD Cyber Strategy in Silicon Valley
Defense Secretary Ash Carter unveiled the Defense Department's second cyber strategy to guide the development of DoD's cyber forces and to strengthen its cyber defenses and its posture on cyber
deterrence. Story
Carter Seeks Tech-sector Partnerships for Innovation
Defense Secretary Ash Carter unveiled DoD's cyber strategy and announced new partnership initiatives on the first day of a visit to California’s Silicon Valley to learn from experts w ho run some of the
highest-tech companies in one of the nation’s innovation hotspots. Story
Additional Articles
Carter Visits Silicon Valley Companies to Enhance DoD Technology Innovation
Guard to Align Cyber Capabilities to FEMA Districts
Secretary's Silicon Valley Trip to Boost Defense Department Innovation
New DoD Cyber Strategy Nears Release
bercom Chief Discusses Importance of Cyber Operations
Commercial IT Fuels DoD Information Environment, Official Says
Carter: Cyber Domain Presents Profound Challenges
Cybercom Chief: Cyber Threats Blur Roles, Relationships
Rogers Discusses Cyber Operations, ISIL. Deterrence
Information Officer Details Technology Priorities

2015
New Threat Center to Integrate Cyber Intelligence

DARPA Hones Skills of Future Cyber Officers

DISA Rolls Out Defense Department Online Collaboration Tool
DoD Moves Data to the Cloud to Low er Costs, Improve Security
Dempsey: Cyber Vulnerabilities Threaten National Security

2014

President Announces Expanded Cooperation With UK on Cyberthreats
Obama Unveils Next Steps in Cybersecurity Plan

Obama to Propose Initiatives That Fill U.S. Cybersecurity Gaps

Cyber Pros Receive Chief Info Officer Aw ards

Cyber Defense a Cooperative Effort, Rogers Says
- MORE -

2013

Chief Information Officer Honors Information Technology Pros
Changing World Challenges U.S. Intelligence Community
Alexander: Media Reports Mischaracterize What NSA Does
Alexander: Defending Against Cyberattacks Requires Collaboration

Hagel: New Protections Needed for Unclassified Data
-MORE-
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2012

Military Works to Counter Cyber Threats

Panetta 'Disappointed' as Cyber Ledgislation Stalls

Cybersecurity Involves Federal. Industry Partners, Allies

Army Works to Enhance Cybersecurit

Industry Partnerships Key to Mobility Strateqy, Official Says
-MORE -

2011

Army Activates First-Of-lts-Kind Cyber Brigade

DoD, Industry Address 'Intense Challenge' of Cybersecurity

Cyber Defense Requires Teamw ork, Adgility

Cyber Commander Presses for Math, Science Education

Doctrine to Establish Rules of Engagement Against Cyber Attacks
- MORE-

2010

Cyber Crime Center's Digital Challenge Spans Globe

Cybersecurity Must Balance 'Need to Know ' and 'Need to Share'

NATO Works to Set Right Cyber Balance

Air Force School Focuses on Cybersecuril
Official Details DoD Cybersecurity Environment
- MORE -

2009
Lynn Lists Aerospace, Cyber-Age Challenges
Admiral Cites Need to Prepare for All Threats
Pentagon Officials Stress Importance of Cybersecurit
Cybersecurity Aw areness Gets Focus in October
Gates Establishes New Cyber Subcommand

- MORE -

Speeches and Remarks

Stanford Drell Lecture: Rew iring the Pentagon: Charting a New Path on Innovation and Cybersecurit:
Carter's Remarks to U.S. Cyber Command Workforce at Fort Meade, IMd.

Remarks by the President at the Cybersecurity and Consumer Protection Summit

2014

Statement by Secretary of Defense Chuck Hagel on NSA/CY BERCOM - Announcement Thursday, January 30, 2014
Gen. Keith B. Alexander, Senate Committee on Armed Services

Gen. Keith B. Alexander, Senate Committee on Appropriations

Hagel: University of Nebraska Omaha

Hagel: Opening Summary -- SAC-D (Budget Request

Carter Addresses National Defense Industrial Association

Hagel: International Institute for Strategic Studies (Shangri-La Dialogue)

Hagel: Opening Summary — HAC-D (Budget Request)

Hagel: Opening Summary -- House Armed Services Committee (Budget Request)

2013
Hagel: Submitted Statement -House Armed Services Committee (Budget Request)
Hagel: Statement on FY 2013 Budget Request

Hagel Speaks at National Defense University
2012

Remarks by Secretary Panetta on Cybersecurity to the Business Executives for National Security, New_ Y ork City

Carter's Remarks at Annual Air & Space Conference and Technology Exposition
2011

Deputy Defense Secretary Remarks on the Department of Defense Cyber Strateqy (July 14, 2011

Deputy Defense Secretary Remarks at the Release of the U.S. International Strateqy for Cyberspace (May 16, 2011

Deputy Defense Secretary Remarks on Cyber at the RSA Conference (Feb. 15, 2011

2010

Deputy Defense Secretary Remarks on Cyber at the Council on Foreign Relations (Sept. 30, 2010)

Gen. Keith Alexander Commander CYBERCOM Testimony at House Armed Services Committee (Sept. 23, 2010)

Deputy Defense Secretary Remarks at STRATCOM Cyber Symposium Omaha, Nebraska (May 26, 2010)

Transcript, USCY BERCOM Commander Gen Alexander's SASC nomination hearing (April 15, 2010

DoD New s Briefing w ith Undersecretary Flournoy and Vice Adm. Stanley (Feb. 01, 2010)

DoD New s Briefing w ith Undersecretary Hale and Vice Adm. Stanley (Feb. 01, 2010

DoD New s Briefing with Maj. Gen. Flow ers and Marilyn Thomas on Fiscal Year 2011 Budget for the Air Force Transcript (Feb. 01, 2010)
Deputy Defense Secretary Lynn's Speech During Roundtable on Cybersecurity with Australian Business and Civic Leaders (Feb. 13, 2010
2009

Cybersecurity Aw areness Month Kick-Off Speech by Deputy Defense Secretary at Washington, D.C. (Oct. 1, 2009)

Remarks by President Obama on Securing our Nation's Cyber Infrastructure (May 29, 2009)

Remarks by Vice President Biden at 45th Munich Conference on Security Policy (Feb. 7. 2009)

Related Information

Statement by the President on the Cvbersecurity Framew ork

Foreign Policy on Cybersecurit

Remarks by the President at the Cybersecurity and Consumer Protection Summit

Securin berspace - President Obama Announces New_Cybersecurity Legislative Proposal and Other Cybersecurity Efforts

Social Media Education and Training
- MORE -

Related Sites

Defense Information Systems Agency
Department of Homeland Security - Cybersecurity.

EBI Cybercrime
DoD Chief Information Officer

U.S. Strategic Command
- MORE-
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